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If You use Firefox, You need to Update it Right Now   

Firefox Quantum is a great browser, but it has a security flaw. A Cisco 
report published Tuesday and spotted by The Hacker News revealed a 
Mozilla Firefox vulnerability that could allow hackers to remotely mess 
with users' computers. Due to "insufficient sanitization of HMTL 
fragments in chrome-privileged documents," hackers could execute 
malicious code in users' systems by persuading the user to open a link 
or file. This could potentially allow hackers to install programs, change 
passwords, and compromise users' data. The vulnerability affects 
anyone who uses Firefox on desktop — Firefox for iOS, Android, and 
Amazon Fire TV is not affected. The company has released an update to 
address the vulnerability: Firefox 58.0.1. This is the first update to 
Mozilla's new Firefox Quantum Browser, Firefox 58, which rolled out last 
week. 


